
No
CmDongle?

Start

CVSS v3.1 Score: 0.0 None

Yes

Severity for the End User Severity for the ISV
(Software/Device Manufacturer)

NoKeys in Secret Data, 
Hidden Data or UvD? CVSS v3.1 Score: 0.0 None

Yes

NoKey length >= 31 
bytes?

CVSS v3.1 Score:
0.0 None

Yes (Key length >=31)

All keys >=31 bytes stored in
Secret Data or Hidden Data

are affected (AES, RSA,
ECDSA)

CVSS v3.1 Score: depends on
the sensitivity of the protected
data: it could be between  2.0

Low to 4.9 Medium

Yes
Firm Code < 6000000? CVSS v3.1 Score: 0.0 None

No (Universal Firm Code)

NoLicense Transfer or
Borrowing used?

CVSS v3.1 Score: 4.9
Medium

Yes

NoSource of License 
Transfer or Borrowing 

is a CmDongle?

CVSS v3.1 Score: 4.9
Medium

Yes

CVSS v3.1 Score: 6.8
Medium

End

End

End

End

End

End

End

UvD, ECDSA keys used Secret Data / Hidden
Data

CVSS v3.1 Score: depends on the
sensitivity of the protected data:
it could be between  2.0 Low to

4.9 Medium

Note: other Keys (AES, RSA) are
not affected. Score: 0.0 None

End

End
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